OUTDOOR IR
NETWORK CAMERA SERIES

User Manual

Please read instructions thoroughly before operation and retain it for future reference.



IMPORTANT SAFEGUARD

All lead-free products offered by the company comply with the requirements of the
European law on the Restriction of Hazardous Substances (RoHS) directive, which means
conform our manufacture processes and products are strictly “lead-free” and without the hazardous
substances cited in the directive.

The crossed-out wheeled bin mark symbolizes that within the European Union the product
must be collected separately at the product end-of-life. This applies to your product and
any peripherals marked with this symbol. Do not dispose of these products as unsorted
municipal waste. Contact your local dealer for procedures for recycling this equipment.
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Trademark Acknowledgements

iPhone® is the registered trademark of Apple Inc.

BlackBerry® and related trademarks, names and logos are the property of Research In Motion Limited and
are registered and/or used in the U.S. and countries around the world. Used under license from Research In
Motion Limited.

Android™ is a trademark of Google Inc. Use of this trademark is subject to Google Permissions.

Microsoft, Windows, Internet Explorer, Mozilla FireFox, Google Chrome, QuickTime, Windows Mobile &
Symbian mentioned in this document are the registered trademarks of their respective holders.

Disclaimer

We reserve the right to revise or remove any content in this manual at any time. We do not warrant or
assume any legal liability or responsibility for the accuracy, completeness, or usefulness of this manual. The
content of this manual is subject to change without notice.

Trademark Acknowledgements

Internet Explorer, Microsoft, Windows, Mozilla & QuickTime are registered trademarks of the respective
holders.

MPEGA4 Licensing

THIS PRODUCT IS LICENSED UNDER THE MPEG4 VISUAL PATENT PORTFOLIO LICENSE FOR
THE PERSONAL AND NON-COMMERCIAL USE OF A CONSUMER FOR (i) ENCODING VIDEO IN
COMPLIANCE WITH THE MPEG4 VISUAL STANDARD (“MPEG-4 VIDEO”") AND/OR (ii) DECODING
MPEG4 VIDEO THAT WAS ENCODED BY A CONSUMER ENGAGED IN APERSONAL AND
NON-COMMERCIAL ACTIVITY AND/OR WAS OBTAINED FROM A VIDEO PROVIDER LICENSED BY
MPEG LA TO PROVIDE MPEG4 VIDEO. NO LICENSE IS GRANTED OR SHALL BE IMPLIED FOR ANY
OTHER USE. ADDITIONAL INFORMATION INCLUDING THAT RELATING TO PROMOTIONAL INTERNAL
AND COMMERCIAL USES AND LICENSING MAY BE OBTAINED FROM MPEG LA, LLC. SEE
HTTP://WWW.MPEGLA.COM.

GPL Licensing
This product contains codes which are developed by Third-Party-Companies and which
W are subject to the GNU General Public License (“GPL”) or the GNU Lesser Public License
(“LGPL").

The GPL Code used in this product is released without warranty and is subject to the
copyright of the corresponding author.

Further source codes which are subject to the GPL-licenses are available upon request.
We are pleased to provide our modifications to the Linux Kernel, as well as a few new
commands, and some tools to get you into the code. The codes are provided on the FTP
site, and please download them from the following site or you can refer to your distributor:

ftp://ftp.dvrtw.com.tw/GPL/AV074/
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1. OVERVIEW

1.1 Product Features

Free CMS software with E-Map for multiple devices control & surveillance
Smart Light Control to avoid overexposure

Motion detection & notification

Excellent outdoor design with cable management and IP67

IVS function support: Virtual fence / flow counting / one-way pass

Face Tracking support to zoom in on intruders with clear images

1.3 Megapixel for clear and accurate images

Digital pan / tilt / zoom support for wide area monitoring

1.2 Package Content

o Network camera o Installation Sticker
o Installation Guide 0 RJ45 cable extender adapter
o CD-ROM disc (including user manuals & CMS software “Video Viewer”)

1.3 Dimensions

282.4

117.89

246.87

236.03

1.4 Cable Overview

m: RJ45 network cable

RESET .

Reset wires
GND j—>
m —> Power cable

CABLE DESCRIPTION

RJ45 network cable Connect it to the supplied RJ45 cable extender adapter for cable extension, and prepare
another RJ45 network cable with suitable length for your connection.

Reset wires Remove the insulating coating of these two wires, and twist them together to reset default.

This will reset all parameters, including the IP address to factory default settings.

Note: Disconnect power before twisting these two wires together, and connect to power again
for reset default.

Power cable Connect to DC12V power supply.




2. BEFORE USING YOUR NETWORK CAMERA

This network camera can be accessed via our supplied CMS software “Video Viewer”, the web
browser (such as “Microsoft Internet Explorer” or “Mozilla Firefox”), and smart phones with our
self-developed program “EagleEyes” installed depending on different using situations.

Note: For details about accessing network cameras via smart phones, please refer to
http://www.eagleeyescctv.com.

Before using the network camera, make sure:

1) You have installed the supplied CMS software, “Video Viewer”, or a web browser.
2) You have configured the network settings, and the network connection is fine.

For Video Viewer installation, please refer to “3.1 Installing Video Viewer” at page 3.
For network configurations, please refer to your installation guide.

B To check or configure up to 16 surveillance devices simultaneously with the record function, please use
“Video Viewer”.

For details about using Video Viewer, please refer to “3. ACCESSING THE CAMERA VIA VIDEO

VIEWER” at page 3, and “4. CAMERA CONFIGURATION” at page 12.
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B To check or configure this network camera only, it's recommended to use the web browser “Microsoft
Internet Explorer” or “Mozilla Firefox”.
For details about using the web browser, please refer to “4. CAMERA CONFIGURATION” at page 12.
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3. ACCESSING THE CAMERA VIA VIDEO VIEWER

3.1 Installing Video Viewer

Step1:Place the supplied CD into your CD-ROM or DVD-ROM drive. The program will be
automatically run.

Step2: Click “Program” in the “Video Viewer” section to install Video Viewer, or click “Download
The Latest Version” under “Program” to download the latest version of Video Viewer
from the Internet (if your PC is connected to Internet).

Video Viewer
User Manual i
Dowrload The Latest Versian

Program i
Download The Latest Version

Step3: Follow the on-screen instructions to finish the installation. When the installation is
completed, a shortcut icon will be placed on your PC desktop.

3.2 Accessing the camera

Step1: Double-click on your PC desktop to open Video Viewer. By defaults, the “Address
Book” panel will be displayed on the right side of the control panel.

Step2:In “Address Book”, click B to key in the IP address, user name, password, and
port number of the camera you intend to connect.

OR

Click > “ to search the available IP address(es) of other camera(s)

under the same domain as your PC’s IP address. The found address(es) will be listed,
and can be added into the address book by clicking ﬂ

Step3: Double-click the IP address you just added into the address book to log in. The live view
is displayed in the Video Viewer.
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3.3 Control panel overview

Two control panels are available and can be switched depending on your using habit.

3.3.1 Simplified Version (Default)

Address Book 3 Record Exg PTZ Control

0B Miscellaneous Control  fZ# Snapshot

B3 Log 23 Information
n Version

B8 & & & oo B Minimize
B Full Function Display Switch

Event Notification &
Quick Checklist 7010101729, 173 E3 close Program
o ] 180° Counterclockwise Image Rotation

& Snapshot
3 Infomation

mEsME ec

5l Close All Display Views
Close Current View

[sll Original Size

|| Full Screen

& Display Mode Switch



3.3.2 Full Function Version

[ 180° Counterclockwise Image Rotation
@ Snapshot

Event Notification & B Infomation
Quick Checklist

E:! Close Program

[=] Simplified Display Switch
=3 Minimize

H version

Setting
@ PTZ control

@ Available Disk Capacity

= " . " o 1

[l close i Display Views  [fgl] Display View: 1-Gut . E-tap @ Record
ﬁ Close Current View ﬁ Display View: 4-Cut

Snapshot

Original Size ﬁ Display View: 6-Cut

Full Screen ﬁ Display View: 9-Cut Miscellaneous Control

ﬁ Display View: 13-Cut

& oisplay View: 16-cut

Log

3.3.3 Main Button Overview

Function Description
‘Full Function ‘
B Click to show the predefined IP address(es). You can add, remove or
m . Address Book search the IP address to log in the DVR remotely.
Remote Click to go to the detailed system configuration.
‘ Confi For details, please refer to “4. CAMERA
9 CONFIGURATION” at page 12.
Miscellaneous @ Record Click to go to the detailed record setting. For
E——" Setting details, please refer to “3.4.1 Record” at page 6.
Control
Click to choose the language of this program, or
& Custom set the password when activating this program.
Setting The changes will take effect when this program

is closed and executed again.

Click to view all event and recording logs, search the desired log(s) by

Log date, or playback the recording of the selected log.
Click to start / stop the manual recording.
o /B Record / The record button will be disabled when the reserved disk capacity set in
= Record Stop “Record Setting” is larger than the current disk capacity. For details,

please refer to “3.4.1 Record” at page 6.

m Snapshot Click to take a snapshot of the current view. The snapshot will be saved

P in the path you specified in “Record Setting”.
m Information Click to show the current network connection details.
E PTZ Control Click to enter the PTZ control panel for the smart zoom function.




3.4 Frequently-used functions
3.4.1 Record

To record remotely, click “ =18 or & — @ ” to go to the “Record Setting” page.

Record On/Off PreviPost Event Record Time
¥ Manual © Schedule ¥ Motion I Alarm ’ Prev.  ——

™ Hard Disk Overwite e

Record Time Range:
Weekly | custom | - Schedule = Alarm = Motion l
i

Sun

c 20
(- 72528 e
e

ox Cancel honly

In the “Record Setting” page, you can set the following items:
[/Record type

[IPre- / post-event record time (0~10 seconds)

[IRecord time setting

[/Record path

Note: The record function will be disabled when the reserved disk capacity in “Reserved(MB)” is larger than the
current disk capacity in “Free(MB)”.

" or on the main control panel to start the manual recording

When “Manual” is checked, click “
immediately, and the recordings will be saved in the location specified in “Record Path”.

When “Motion” and / or “Alarm” are checked, the recording function will be enabled for any motion or alarm event,
and the recordings will be saved in the location specified in “Record Path”.

3.4.2 Playback

To play a recording, click u or and select the “Record” tab. A list of all the recordings will be shown by

defaults, and you can also sort out the logs you want to speed up the search time.

=

TRRERT Record Typ
Range Unit  [One Week +| _ Prev. Next ¥ User ¥ Alarm
Start Time: [Zo00mens =&l ¥ Motion ¥ RETR

End Time: P =&

Record | Backup | Event | query |
[ [ F [ stw [ Eahw ] TR e e |

152168.1.10 08114108 163736 081409 162748 E:U00S0B14162736_IPCAM ave
192168.1.10 08114109 16:27:13 08/1409 1627:27  EA20030814162713_JPCAM ave

l—lj

60251856 08112109 15:4219 081209 1550:12  EAZ0DS0BIZ153505 Livel ave
60251856 08112109 153505 08209 1550:12  EAZ0S0BI2153505 Livel ave
60251856 08112109 153505 08/2091550:12  EAZ0S0B12153505 Livel ave
60251856 08111109 16:53:43 081109171004  EAZ00S0B11165342 Livel ave
60251856 08111109 16:5343 081109171004 EQ00S0811165342 Livel ave
60251856 0811109 16:22:15 081109163444 EAZDS0BI1162215 Livel ave
60251856 0811109 16:3215 081109163444 EAU0DS0BI1162315 Livel ave
60251856 08111009 1508:31 081109 16:18:38  EAZ00S0B11160831 Livel ave
60251656 0841003 160831 08100 16:48:38  EAD0D00B11160831 Lived ave
60251856 08111109 160303 081109 1603:50  EAZ0030811160303 Livel ave
60251856 08111109 160303 08/11/091603:50  EAZ00S0B11160303 Lived ave

A e e e e e |
A e e e e e |

Total Records: Delete | DeleteAl | Play | Repair | Apply |

Close.




3.4.3 Firmware Upgrade

This function is used when users need to upgrade the network camera for function scalability.

Note: Before using this function, make sure you have the correct upgrade files provided by your installer or
distributor.

Step1: Click E] and select the IP address of your network camera in the address book.

Step2: Click B to show the upgrade page, “Update Server”.
1. Address Book

| m @ x
i
— 1 1]

2. Select an address

3. Update Server

Step3: Click “Add” to browse to the upgrade files.

@v )

x|
Current version:  1W29-1W11-1W09-1w03

Firmware

Remove |

D:AApplmg_6M.bin
DiAfboot.bin
Dijkernel bin
DiAxml.bin

Upgrade Firmware
Configure Fi
{ System Backup: Backup

Step4: Click “Upgrade Firmware” to start firmware upgrade.

Note: It takes a few minutes to finish the upgrade process. Do not disconnect the power during firmware upgrade, or
the upgrade may be failed. The camera will reboot after the upgrade.

Step5: Select the IP address of the camera and click B again to check if the firmware is upgraded.

3.4.4 E-Map

Video Viewer is also a Central Management System (CMS) software, which allows network device control &
management for up to 16 devices simultaneously.

Note: Before using this function, make sure Video Viewer is connected to all the devices (up to 16) you want to
monitor.

E-Map is ONLY available when the control panel is switch to the full function version.

How to Add an E-Map Group

STEP1: In the simplified version, click E to switch the control panel to the full function version, and click “ "

to enter the E-Map page as follows.

Note: To know where the buttons are, please refer to “3.3.1 Simplified Version (Default) at page 4, and “3.3.2 Full
Function Version” at page 5.




Add Google E-MAP
Add Single E-MAP

Add Building E-MAP

Click the right button on the
mouse for adding emap.

STEP2: Right-click to show the shortcut menu on the top-left panel, and select the E-Map group you want to add.
There are three E-Map groups you can add: Google E-MAP, Single E-MAP, and Building E-MAP.

Locate: Search Apply
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How to add a Google E-Map group:

O Enter the name of this Google
E-Map group.

@ Enter a specific address or
landmark, and click “Search”.
OR

Move to the map and drag to the
location you want.

e Click and drag the IP address to
where it's located in the current level.

O Click “Apply” to save and finish.

How to add a single E-Map group:

0 Enter the name of this single
E-Map group.

Click “...” to browse the map file in
BMP or JPEG.

@ Click and drag the IP address to
where it’s located in the current level.

O Click “Apply” to save and finish.
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@ Load File: [DAEmaptist_floor.omp | ooy 0 . -
_ 7)) Name:  [head quarter I Scale _ Remove | Remove Al | o Em/‘le;[;h;@nli;ne of this building
Y e Enter the total levels of this
ane building.

6 Select the level of the building from
the drop-down list.

Q Enter the name of the level.

Click “...” to browse the map file in
BMP or JPEG.

@ Click and drag the IP address to
where it's located in the current level.

Go back to STEP 3 to select other
level of the building, and repeat from
STEP 3 to 6 until the setup for all
levels are finished.

@ Click “Apply” to save and finish.

STEP3: When the E-Map group is created, you will see the tree on the top-left panel, showing all the devices
you've added to this group.

Currently Selected Device
Group: head quarter
Level: 1st floor

Device: 60.251.8.56

Description

The connected device is camera. When it’s selected, it will become red.

== The connected device is DVR. When it’s selected, it will become red.

For any motion or alarm event, it will appear on the screen to catch your attention.
To know what’s happening quickly, double-click the device icon on the E-Map to show the live view.
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How to Edit / Remove an Existing E-Map Group

» For Google E-Map Group

Right-click on the group name to show the shortcut menu list, and select
“Edit E-MAP” or “Remove E-MAP” as needed.

You can also add a single E-Map group (Add Single E-MAP) or Building
E-Map group (Add Building E-MAP) into the existing Google E-Map
group.
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» For Single E-Map Group

Right-click on the group name to show the shortcut menu list, and select
“Edit E-MAP” or “Remove E-MAP” as needed.

EAEMAP
Remove EMAP




» For Building E-Map Group

Right-click on the group name to show the shortcut menu list, and select
“Edit Building E-MAP” or “Remove E-MAP” as needed.

EditBuilting EMAP.
Remove EMAP




4. CAMERA CONFIGURATIONS VIA WEB BROWSER

Users can also access the network camera via a web browser, such as Microsoft Internet Explorer,
Mozilla Firefox or Google Chrome.

Note: It's recommended to consult with your installer before changing system configurations.

Note: You need to be the supervisor to enter the system configuration page. If not, please re-log
into the camera with the supervisor user level.

However, the web browser is only available for single device access. If users want to access more
than two devices through one interface, it's recommended to use our supplied CMS software, Video
Viewer. For details, please refer to “3. ACCESSING THE CAMERA VIA VIDEO VIEWER” at page 3.

Before using the network camera, make sure you have configured the network settings and have the
IP address, user name and password used for accessing the camera in hand. If not, please refer to
the installation guide.

4.1 Accessing the camera

Step1: Open your web browser, and key in http://ipaddress:portnum in the URL address box.

For example, for IP address 60.121.46.236 and port No. 888, please key
in "http://60.121.46.236:888” into the URL address box, and press “Enter”.

Step2: In the login page, key in the user name and password, and enter the security code from the
image below if any. Then, click “LOGIN”.
Step3: The wizard is then started.

To skip the wizard and directly access the camera live view, click “Close”.

To directly access the camera live view without starting the wizard for the login next time, check “Do not start
wizard at login”.

Step4: When the login is successful, the live view is shown.

12



4.2 Control panel overview

» M Current ing Information
FR: Frame rate
DR: Data rate
Time: Current system time.
Q: Quality
R: Resolution
IP CAMERA admin | % Logout
&
" Live View <« Live View
Format:  ActiveX b
Quaty: [aEST = Cameral 1X
Resolution: |VGA (640x480)  |v | mapre i 1 13
(] e @ e
B (B @
Zoom: (| 1%

Function Icon User Level Descriptio

Configuration Page: Supervisor / Power User

Live | i Switch to the live view page.

Switch to the IVS configuration page.

The IVS functions include Flow Counting, Virtual Fence, One Way Pass, and Face
s e v
Tracking.

For details, please refer to “4.3 IVS configurations” at page 14.

Switch to the DPTZ configuration page.

DPTZ -
For details, please refer to “4.4 Digital PTZ (DPTZ) operations” at page 16.

Confi E Switch to the system configuration page.
onfig.
o For details, please refer to “4.5 System configuration menu” at page 17.

Format - Supervisor / Power User / Select the web transmission format from the drop-down list:

Normal User / Guest m ActiveX

B QuickTime
For users using Mozilla Firefox or Google Chrome, only “QuickTime” is
selectable.
QuickTime is Apple Inc.’s multimedia software. You need to have QuickTime
installed in your operating system before selecting “QuickTime”. When it is
selected, you will be promoted to enter the user name and password to access

the camera.
Quality - Supervisor / Power User / Click & drag the slider to select the video quality:
Normal User BASIC / NORMAL / HIGH / BEST.
Resolution - Supervisor / Power User / Select the image resolution from the drop list:
Normal User W SXGA (1280 x 1024) W SXVGA (1280 x 960)
m 720P (1280 x 720) m VGA (640 x 480)

W QVGA (320 x 240)

Live View Size: Supervisor / Power User /

Normal

Normal Size The current live view size is the same as the selected resolution.
Resize the selected resolution to fit into the live view size.

Fit to screen This icon appears only when the selected resolution is larger than the current live
view size.
Click and hold the movable square on the left bottom corner of the live view to move

Scale =] This icon appears only when the selected resolution is larger than the current live
view size.
Resize the QVGA resolution to fit into the live view size.

CIF Resize This icon appears only when the selected resolution is QVGA (CIF) than the current
live view size.

Snapshot Supervisor / Power User / Click to take a snapshot of the current view, and save to the location

13



Fun ser Level

Normal User specified in “Config.” - “Camera” — “Camera” — “Snapshot Path”.

. o Supervisor / Power User / . . 0 .
Flip Normal User Click to rotate the image 180" counterclockwise when necessary.
i Click to display the image in full screen.

Full Screen ] Supervisor / Power User / ! play g een.

Normal User To exit the full screen mode, press “Esc” on your keyboard.
Digital Smart Zoom B Supervisor / Power User Click to activate the smart zoom function.
Face Tracking™* % Supervisor / Power User Click to enable the face tracking function.
DPTZ** = Supervisor / Power User Click to enable digital PTZ functions.

** Face Tracking, Flow Counting, DPTZ & Smart Zoom can’t be activated simultaneously.

4.3 IVS configurations

IVS related functions are grouped into two categories, and they are not allowed to be activated at the same time:

B Intelligent Video System (Flow Counting / Virtual Fence / One Way Pass)
B Face Tracking

Note: This function is available only for Megapixel models.

Note: This function is not available when the stream format is selected as MJPEG.

4.3.1 Intelligent Video System

Note: When this function is enabled, DPTZ, Face Tracking, Smart Zoom, and optical zoom are not allowed to use.

Intelligent Video System allows you to choose from Flow Counting, Virtual Fence or One-Way Pass based on
your installation environment.

% 1vs «|  ntelligent ¥ideo System
EISI] Vs
X Intelligent Video System Intelligent Video System Configuration

B Face Tracking

Intelligent Video System Sraski (o0 =

Tracking Mode:  Flow Courting | v

Sensitivity: |7 v
Line Display: | ON 2
0
ouT: 0

4 Reset Caurt

& Reverse

Hsave || 2 Reoa

STEP1: Click “IVS” to enter the IVS system configuration page, and select “Intelligent Video System”.
STEP2: Select and set the IVS system as described below:

=) DESCRIPTION

Enable Select “ON” to enable or “OFF” to disable the selected function in “Tracking Mode”.
Tracking Mode Select “Flow Counting”, “Virtual Fence” or “One Way Pass” from the drop-down list.
Reverse Draw a detection line directly on the live view preview area above “Reverse”, and click it to decide the detection

orientation based on your selection in “Tracking Mode”.

m For Flow Counting:

IN: People coming from the opposite direction to the arrow mark.
OUT:  People coming from the same direction as the arrow mark.

14



ITEM DESCRIPTION

m For Virtual Fence:
An event happens for anyone walking across the detection line.

B For One Way Pass:
An event happens for anyone walking from the opposite direction to the arrow mark.

Sensitivity Set the sensitivity for IVS from 00 ~ 15. The larger the value, the more sensitive the IVS will be.
Line Display Select to display (ON) or hide “OFF) the detection line for IVS on the live view or not.
Reset Count Reset the flow counting number to 0 when the tracking mode is set to “FLOW COUNTING” and activated.

STEP3: When all the configurations are done, click “Save” to save your changes, and click “Live” on the top to
return to the live view.
When “Flow Counting” is selected and enabled, you will see the flow-counting panel as shown below on
the left panel of the live view.

Slm sl 4

4.3.2 Face Tracking

Note: When this function is enabled, DPTZ, Intelligent Video System, Smart Zoom, and optical zoom are not

allowed to use.

Face Tracking is used to especially zoom in on the intruder’s face, easy for everyone to identify.

IP CAMERA
X s <«/| | Face Tracking
agne VS
A Intelligent Video System Face Tracking Configuration
% Face Tracking Face Detection: & Enable  Disable
0SD: oM il
Face Tracking Senstvty: | HiGH 9
Resolution:  auto ~
Hsave || @ Reload

STEP1: Click “IVS” to enter the IVS system configuration page, and select “Face Tracking”.
STEP2: Select and set Face Tracking as described below:

ITEM | DESCRIPTION

Face Detection Select “Enable” to activate or “Disable” to deactivate this function.

OSD Select “ON” to display the following status messages on the live view:
FACE STANDBY: This function is activated and ready to use.

FACE ZOOM IN / OUT: This function is zooming on the face for tracking / zooming out when the tracking object
leaves the surveillance area.

Sensitivity Set the tracking sensitivity from HIGH / MEDIUM / LOW.

Resolution Set the resolution for face tracking from Auto / VGA/ QVGA.

STEP3: When all the configurations are done, click “Save” to save your changes, and click “Live” on the top to return

to the live view.
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4.4 Digital PTZ (DPTZ) operations

This fixed network camera type has PTZ capability, i.e. digital PTZ (hereafter called “DPTZ”), for wide area
monitoring.

Note: This function is available only for Megapixel models.

Note: When this function is enabled, Intelligent Video System, DPTZ, Face Tracking, Smart Zoom, and optical zoom
are not allowed to use.

STEP1: Click “DPTZ” to show the DPTZ control panel.

P CAMERA

- N
- orre &
A
Pan/ I:'llill ) 7 Preset Cameral 1X
available gy
after digital < b4 i
zoom in st
preset
i) (o2 (2 (2
5] [=
o) (8
@ @l [+
Bl |ea (%8 (= o
@ | & = DPTZ
A

STEP2: Select the functions when needed:

ICON FUNCTION DESCRIPTIO

There are several monitor resolutions available. When the selected resolution is out of your
current live view support, a part of your surveillance area might get covered on the screen, and
you need to manually move on the screen to check the covered part.

) ] Fit to screen /
/ Restore to original size

&) : This is used to restore the scaled live view resolution to its original size.

Take snapshots Click to take a snapshot of the current view, and save to the location specified in “Config.” —
Camera” — “Camera” — “Snapshot Path”.

Click to activate the auto mode of the camera. The auto mode could be “Sequence” or “Auto

Pan” specified in “Config.” - “Camera” — “Cruise” — “Active Mode”.
Note: This function is available only when DPTZ is enabled.

b Enable Auto mode Sequence: Move to several preset points accordingly and regularly specified in “Config.” =
“Camera” — “Cruise” — “Active Mode” — “Sequence”.
Note: Preset points are set in “Config.” — “Camera” — “Preset”.
Auto Pan:  Pan automatically and horizontally.
Click to activate the digital PTZ function. When this function is enabled, the following
operations are available:
@ Enable DPTZ

[ ] Auto mode
[ ] Move up / down / left / right after digital zoom-in.
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4.5 System configuration menu

Click “Configuration” or “Config.” to enter the configuration page.

Note: You need to be the supervisor to enter the system configuration page. If not, please re-log
into the camera with the supervisor user level.

The functions are categorized into three menus: Network, Camera and General.
B For details about “Network”, please refer to “4.6 Network” at page 18.

B For details about “Camera”, please refer to “

m 4.7 Camera” at page 20.

B For details about “General”, please refer to “4.8 General” at page 23.

Main M Reference
Network Network Configure network settings.
DDNS Enter DDNS information when the network type is PPPOE or DHCP.
SNTP Synchronize your camera time with the networked computer systems.
Enter the FTP information for event notifications when “FTP” is
FTP o »_ wTrioqer”
chosen in “General” — “Trigger”.
Mail Enter Email information for event notifications when “Email” is chosen
in “General” — “Trigger”.
Filter Choose to permit or block the IP address(es) which can access this
camera.
1. Set the camera title.
Camera Camera 2. Specify the snapshot path.
3. Select the streaming settings based on your network environment.
Preset Set the preset points for the DPTZ function.
. Set the cruise mode when the auto mode is enabled: Sequence or
Cruise
Auto Pan.
Color Adjust the color performance.
Time Set daylight saving time and the current time.
Digital Smart Zoom Set the sensitivity and standby interval.
General General 1. Select the language of the web browser.
2. Check the MAC address of the camera.
Server Log Check the system event logs.
Online Check the current online user(s).
1. Create a new user account with different access privilege.
Account . -
2. Modify or delete an existing user account.
1. Enable / disable the motion detection.
Trigger 2. Set the motion detection area.
3. Select the event notification method.
Configure Check the current firmware version.




4.6 Network

4.6.1 Network

You can set the network configuration of the network camera depending on your network type.
For details, please refer to your installation guide.

Nekwork Configuration
1P Type:
Server IP:
Gateway:
Net Mask
Part;
DNSL:
Dis2
MAC Address:

4.6.2 DDNS

& StaticIP O PPPoE € DHCP
192.168.1.10

60,250,165 97

255.255.255.0

a0

168.95.1.1

0.0.0.0

00:0e:53:16: Beied

Bl save

& Relosd

Select “On” when the selected network type in “Network” is “PPPOE” or “DHCP”. For details,
please refer to the installation guide.

DDNS Configuration

DDNS:

System Mame:

Username
Password:

Hostriame:

4.6.3 SNTP

@ Enatle ) Disable

dyndns ~A
headoffices23

headofficesz3

SNTP (Simple Network Time Protocol) is used to synchronize your camera time with the
networked computer systems.

SNTP Configuration
GMT:

TP Server:

Syne. Period:

Server Time:

(GMT+08:00) Taipei v
tack.stdtime. gov.tw

Daily v
2010-06-09 18:39:32

GMT Once users choose the time zone, the network camera will adjust the local area time
of the system automatically.

NTP Server Simply use the default SNTP server (For example, tock.stdtime.gov.tw) or change to
another server with which users are familiar.

Sync. Period Select “Daily” to synchronize the camera time with the network time every day or
“None” to turn off this function.

Server Time Click and the network camera will synchronize the time with the network time.

464 FTP

Enter the detailed FTP information and click “Save” to confirm. The information you set here will
be applied when “FTP” is selected in “General” — "Trigger".



FIP Configuration
Username

Password:

Server

port:

Directory:

4.6.5 MAIL

manager

192.168.2.32
21

upload

Enter the detailed e-mail information and click “Save” to confirm. The information you set here
will be applied when “Email” is selected in “General” — "Trigger".

SMTP Configuration
ST Server:

Ml From;

Verity Password:

Usermane:

Password:

211.75.84.102
manager

GYes Cho

manager

El Ackiress: e

€ vekete
Receiver Name Ell Aciess

manager menager@tech.con

Hsave

Func! Descri

& Rebad.

SMTP Server Enter the SMTP server address provided from your e-mail system supplier.

Port* Enter the port number provided from your e-mail system supplier. If this column is left blank, the
e-mail server will use port 25 to send e-mails.

Mail From Enter the entire mail address to ensure e-mails will not be blocked by SMTP.

SSL Encryption* Select “Yes” if your e-mail server is using SSL encryption to protect your e-mail content from

unauthorized access.

Verify Password Some mail servers are required to verify the password. Please enter the “user name” and

“password”.

E-Mail Address List Add the e-mail address(s) of the assigned recipient(s).

Test Mail* When all information is entered, click “Test Mail” to try if the recipe.

4.6.6 Filter

Choose to permit or block the IP address(es) which can access this camera, and click “Save” to
confirm.

Filter
Filter Configuration

Error Count: |3

Error Lock Time: | 1 Minute (s)
Echo Request: @ Non-Biock O Biock
IP/MAC Filter Configuration
IF/MAC Filter: ©) Enable  ©) Disable
IP/MAC Filter Policy: @ alow O Deny
1P/MAC Filter Rules
Fule ;1921881122 € Add | € Delete
1921881 23

Functi Descripti

m  Filter Configuration




Functi

Descripti

Error Count

Set the maximum count for login failure. When the maximum count is reached, the IP address
trying to access the network camera will be locked.

Error Lock Time

Set the lock time in minutes when the maximum count of error login for an IP address is reached.

Echo Request

Select “Non-Block” to allow other users to use the ping command to detect the IP address of your
network camera, or “Block” to deny the ping command request.

IP/MAC Filter Configuration

IP/MAC Filter

Choose to enable or disable the filter function.

IP/MAC Filter Policy

If “Enable” is selected, choose whether you want to permit (Allow) or block (Deny) the IP address
list below.

IPIMAC Filter Rules ‘

[ ]
Rule To add an item to the IP address list, key in the IP address in “Rule”, and click “Add”.
+ Toremove an existing item in the IP address list, click the item you want to remove, and click
“Delete”.
4.7 Camera

4.7.1 System

Set the camera OSD display.

System

System Configuration

Display: AL s
Title: | ipcam
Position; UL =
Func! Desc
Display Select “CAMERA” to display the camera title you set in “Title” here.
Select “SMART ZOOM"” to display the current status of Smart Zoom when this function is
activated.
Select “ALL" to display the camera title and smart zoom status.
Select “OFF” to disable this function.
Title Enter the title for the camera with up to 15 alphameric characters.
Position Set the position where the OSD will be shown: U-L (top-left) / U-R (top-right) / D-L (bottom-left)
/ D-R (bottom-right).
4.7.2 Camera

Adjust the camera parameters if necessary.

Camera Configuration
Titles

Snapshot Path:

Ervironment:

Frame Rate:

System Type:

Stream Format:

ADsL Upload Spesdh:

TR Contral:

08D:

Maimum Exposure Limits:

Cameral

(=)

€ Indoor & Outdoor

FULL v
nTSC 5
Single H.264 v
Lacal (>aMbps) v
OFF v
on v
I ]

Hsave || @ rewaa

Title

Enter the title for the camera with up to 15 alphameric characters.

Snapshot Path

Specify the location to save the snapshot pictures.

Environment

Select the current environment for the camera to automatically adjust itself to produce the images
suitable for the selected environment.
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Item Description

Frame Rate The frame rate allowed to each viewer can be adjusted to adapt to the bandwidth on the network.
Set the desired image frequency to the maximum (FULL) or to a specified frame rate (1/2; 1/3;
1/4; 1/5; 1/10; 1/15).

The actual frame rate depends on the actual network connection, and may be lower than the
specified one.

System Type It shows the current system type: NTSC or PAL.
Stream Format Select the streaming format to H.264 / MPEG-4 / Motion JPEG.
ADSL Upload Speed Select your Internet upload speed, and the system will automatically adjust your data flow.

The options are: Local (>2Mbps) / 2M (2000Kbps) / 1M (1000Kbps) / 640Kbps / 512 Kbps /
256Kbps / 128 Kbps / 64Kbps

IR Control Select “AUTO” to automatically enable IR LEDs based on the current light condition, or “OFF” to
disable this function.

0osD Select “ON” to show the camera title on the live view, or “OFF” to hide the camera title.

Maximum Exposure Limits This function is used to extend the exposure time for clearer images when the light is not
sufficient.

Select 1 ~ 5 to extend the exposure time based on your current light condition. The larger the
value, the longer the exposure time, and the less the fps.

0 means function off.

4.7.3 Preset
You can set new preset points (up to 16) or check existing points here.

How to set a new preset point

Step1: Click to move to the point you want on the live view panel on the right side.

Step2: In “Current Position”, give a name to this point, and click “Add”.

Preset 1. Move to the point you want Preset
Curent Poston: C - Curent Positon;
oficc 2. Name the point,

| ©au | and click "Add”.

| Oada |

Avaiable Positions: Avalble Postions:
outdoor v

| ©cdto | |©Remove

outdoor el

outdoor

ofice. The added point is
recorded here.

& Reload | & Reoad

How to check an existing preset point
In “Available Positions”, select the name of the point you want to check from the drop-down list,
and click “Goto”.

You will see the camera view on the right side moving to the point it's recorded.

How to delete an existing preset point
In “Available Positions”, select the name of the point you want to check from the drop-down list,
and click “Remove”.

4.7.4 Cruise

Here defines how the auto mode of the camera is going to work when . is selected:
Sequence or Auto Pan.

Auto Pan

When “Auto Pan” is selected here and %5/ is clicked on the live view page, the camera will start
panning.
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Cruise Configuration

Active Moce:  C Sequence % Auto Pan

PanSpeed: |1 | (1~255)

| B save || & Reload |

Sequence

When “Sequence” is selected here and 5! is clicked on the live view page, the camera will
start patrolling each preset point defined in “Sequence”.

Step1: Click “Add” to choose a preset point from the drop-down list, and select the duration to
stay at this point from 1 ~ 60 minutes.

Then, click “Save” to confirm.

Active Mode: @ Secuence Auta Pan
Active o Sequence 1 Name: cruisel
Oadd

recet Duwell Time

Add

Cruise Configuration Add X

Preset;  offce &

Dwel Time: =1

a

| Blsave || 3 coss |

Step2: Click “Add” again to add more preset points. When all the points are added, click “Save”
to confirm.
Cruise Configuration
Active Mode: ¢ Sequence  Auto Pan
Active No:  Sequence 1 et Name: cruisel

Oredd | Oinsert Edt | €IDelete
Preset

Diwell Tine
1 office 4
2 outdoar 7

| Blsave || @ Reoaa |

4.7.5 Color

Adjust the color performance from Brightness, Contract, Hue and Saturation. Click and drag the
slider to preview the color change on the right side of ths page and adjust the image color.

To restore the default values, click “Back to Default”.
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Color

Color Configuration Live View
Brightness: I 28
Cantrast: I 128
Hue: I 123
Saturation: T 128

4.7.6 Time

Set daylight saving time and the current time, and click “Save” to confirm.

Time

Time Configuration

Dats:  2010/08/09 [x]
Time: |19 ~ i joe ) [20 N

Daylight Saving Time
Daylight Saving Time Configuration
Daylcht Saving Tme:  ©/Enable  © Disable:
Start Time: August > First Week v Monday v o6 D | HHeM)
End Time: October ¥ | Fifth wegk Y| |Monday Y1000 (HHMM)

Adiust Time: 1 0 (HHMa)

Functi Descripti

®  Time Configuration

Date Set the current date.

Time Set the current time.

®  Daylight Saving Time Configuration

Daylight Saving Time Specify whether to use daylight saving time (Enable / Disable).

If this function is enabled, set the time period (Start Time / End Time), and adjust the daylight
saving time in hours (Adjust Time).

4.8 General

4.8.1 General

In “General”, you can select the Ul language to English or Chinese, and check the MAC
address of your camera.

General
General Configuration
Language:  English b
MAC Address:  O0:0EI53:15:74:E3

4.8.2 Server Log

To quickly search the system logs you want by event type, click “Prev. Page” or “Next Page” to
find the logs you want, or check the event type(s) and click “Reload” to start searching.

To clear all system event logs, click “Clear All”.
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Server Log List

No.  Event Tine Resut
1 RemdeLopn 1008108 233504 anin S
2 Remdelopn 201008109 233305 anin

3 Rendelogn 20100808 2331:55 anin

4 RemdeLopn 21008109 232801 anin

5 Remdelopn 201008109 232657 anin

5 Remelopn 20100809 232611 anin

7 Rendelogn 20100808 232219 anin

5 Remdelopn 100809 232215 anin

5 Femdtelosn 20100809 232159 anin

10 Rendelogn 20100808 232157 anin

1 RemdeLopn 21008109 232151 anin

12 Femdelosn 20100809 2321:45 arin =
« Prev.page | & NedPage O Reload B ceansn
7 Power On W Remotelogn [V ResstDefault [ E-Mal 7 FTe

7 ooNS 7 PePoE 7 DHP 7 SNTP Update

4.8.3 Online

You can check the current online user(s) with respective online information. To refresh the list,
click “Reload”.

To allow anonymous login, check “Enable”.

Online
©nline Configuration
Anonymaus Viewer Login: - © Enable O Disable

Max Oniine User: 10

Username P Address User Level Media Type
admin 211758496 SUPERVISCR H284
adinin 114325888 SUPERVISOR Hes

2 Reload

4.8.4 Account

You can create a new account with different user access privilege, or delete or modify an
existing account setting.

How to create a new account

Step1: Click “New”, and fill in the following columns.

Usermame User Level Life Time:
admin SUPERVISOR MFMITE
guest SUPERVISOR 5N

New Account Info X

Username:  offic
Password | *Heres
Confrm Password; s
User Level: | POWER USER ~

Life Time: | 1 HOUR R

) add Edit Delote

Column Description

Set a user name that will be used for camera access. The user name allows up to 16 alphanumeric
User Name
characters.
Password Set the password that will be used for remote login. The password allows up to 16 alphanumeric characters.
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Column Descripti

Confirm Password Enter the password again to confirm.

User Level Set the security level of an account to give the permission to control different functions. There are four
user levels: SUPERVISOR, POWER USER, NORMAL USER and GUEST.

Life Time Select how long this account is allowed to stay online (1 MIN /5 MIN /10 MIN/ 1 HOUR / 1 DAY / INFINITE)

Step2: Then, click “Save” to save your setting and create a new account.

How to modify or delete an existing account

Step1: Select the account you want to modify or delete.

Step2: To modify the account, click “Edit” to change the settings, and click “Save”.
To remove the account, click “Delete”.

Note: It's not allowed to remove an account when there’s only one account in the account list.

4.8.5 Trigger

You can set the motion or alarm detection and select the notification function.

Trigger Configuration
Trigger Motion: @ Ereble € Disable  |Eoetection
Trigger Face Detection: @ Enable € Disable
Trigger Duration: |5 Sec. &
Trigger Method: [~ FTP 7 Mal

H save & Relosd
¢ Trigger Setting

In this section, you can select to enable or disable the alarm or motion detection.

Iltem Description

Motion Select to enable or disable the motion detection function.

« Motion Detection Area Setting

When “Enable” is selected, click “Detection” to enter the motion detection area setting page as follows:

Detection Configuration

Level of Sersitivity:[5 =]

Level of Sensitivity:
Set the detection sensitivity from 0 ~ 9 (For Model 1 & 2 only), or High / Normal / Low (For Model 3 only).
Area Setting:

Set the motion detection area by selecting the area grids with your mouse. Pink grids represent the area that is not
being detected while the transparent grids are the area under detection. You can set multiple areas under detection.
Click “Clear All” to set the whole area undetected.

Click “Select All” to set the whole area under detection.

Trigger Duration Set the duration time for trigger recording (5 / 10 / 20 / 40 seconds).

€ Notification Setting

In this section, you can select to enable e-mail and/or FTP notification when an alarm or a
motion happened.

Item
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Method Email

When this option is checked, the network camera will upload the captured video clip to the assigned
e-mail address(s) once motion or alarm recording happened.

FTP

When this option is checked, the network camera will upload the captured video clip to the specified
FTP site once motion or alarm recording happened.

Media Type* Select the file type of the notification files: H264 (video) / MPEG4 (video) / JPEG (image).

Record Time Set the record time of the notification video clip (1 ~ 5 seconds).

4.8.6 Upgrade / Configure

This function is used when users need to upgrade the network camera for function scalability.

Note: Before using this function, make sure you have the correct upgrade files provided by your
installer or distributor.

Step1: Click “*" to browse to where you save the upgrade files, and select one of the files to
upgrade.

Note: It's not allowed to upgrade many files at a time. Please upgrade one by one.

Firmware Upgrade
Frmware Verson:  1054-1015-1016-1005-C204
Fimware Fle: (=)

= uparade

System Configure
System Backup:  Please press ‘Backup’ button, and the system will automatically execute backup action,

Step2: Click “Upgrade” to start system upgrading.

Note: It takes a few minutes to finish the upgrade process. Do not disconnect the power during
firmware upgrade, or the upgrade may be failed. The camera will reboot after the upgrade.
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APPENDIX 1 PRODU SPECIFICATIO

B 1.3 Megapixel IR Network Camera Series

B Network
Network Compression H.264 /| MPEG4 / MJPEG
LAN Port YES
LAN Speed 10/100 Based-T Ethernet

Supported Protocols

DDNS, PPPoE, DHCP, NTP, SNTP, TCP/IP,
ICMP, SMTP, FTP, HTTP, RTP, RTSP

Video Resolution

SXGA,SXVGA,720P, VGA,QVGA

Frame Rate

NTSC:30, PAL:25

Number of Online Users

10

Security

Multiple user access levels with password

Web management

(1) Web browsers, such as Internet Explorer, Mozilla FireFox &
Google Chrome for single device access, or

(2) Free CMS software, Video Viewer, for up to 16 network
cameras control simultaneously

& camera

Image Sensor

1/3” MOS-Type Image Sensor

Pixels

1280 (H) x 1024 (V)

Min lllumination

0 Lux (11m IR ON) /
0.2 Lux (IR OFF)

Shutter Speed At 60 fps: 1/60s to 1/60000s
S/N Ratio More than 48dB (AGC off)
Lens 6.0mm

F-number F1.8

Viewing Angle 62°

IRLED 56 units

IR Effective Range Up to 25 meters

IR Shift YES

White Balance ATW

IP Rating P67

Power Source (+10%) DC12V/1.5A

Power Consumption (+10%) -

Current Consumption (£10%) 1000 mA

Operating Temperature -2001~40

f Others

Mobile Surveillance

iPhone, BlackBerry, Window Mobile & Symbian

Motion Detection YES
Smart Light Control YES
Digital Smart Zoom YES
Digital Pan / Tilt / Zoom YES
Virtual Fence YES
Flow Counting YES
Face Tracking YES

Alarm and event Notification

By FTP and Email

Minimum Web Browsing Requirements

Pentium 4 CPU 1.3 GHz or higher, or equivalent AMD

256 MB RAM

AGP graphics card, Direct Draw, 32MB RAM

Windows Vista, XP, Windows 2000 Server, ME, 98, DirectX 9.0 or later
Internet Explorer 6.x or later

** The specifications are subject to change without notice.

** Dimensional tolerance: + 5Smm
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